**«Как не стать жертвой Интернет - мошенников»**

В первую очередь от уловок недобросовестных граждан страдает пожилое население: мошенники пользуются добротой и доверчивостью пожилых людей с целью материального обогащения.

Мошенники используют для махинаций телефон, интернет, страницы в социальных сетях и  рекламу.

Согласно статистики МО МВД России «Барабинский» сaмыe pacпpocтpaнeнныe виды мoшeнничecтвa размещены нa сайтах «Aвитo», «Однаклассники», «Юла», «Дром» где размещаются объявления о продаже товаров с низкой ценой, однако 40% данных объявлений размещены мошенниками.

Чтобы не оказаться жертвой мошенников необходимо знать следующее:

– сотрудники любого банка никогда не просят сообщить данные вашей карты (номер карты, секретный код на оборотной стороне карты), так как у них однозначно имеются ваши данные;

– помните, что только мошенники спрашивают секретные пароли, которые приходят к вам в СМС сообщении от банка;

– сотрудники банка никогда не попросят вас пройти к банкомату для совершения переводов;

– не покупайте в интернет – магазинах товар по явно заниженной стоимости, так как это очевидно мошенники;

**Помните!** Чтобы не оказаться жертвой мошенников, не торопитесь предпринимать какие-либо действия. Будьте бдительны перед тем как ответить на смс -сообщения или звонок о блокировании банковской карты, дойдите до ближайшего отделения Банка и уточните информацию у сотрудников банка либо по номеру указанному только на банковской карте.